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**Analisis Efektivitas Algoritma Pembelajaran Mesin dalam Deteksi Penipuan Transaksi Online**

ABSTRAK
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| Penipuan dalam transaksi online telah menjadi ancaman serius bagi konsumen dan perusahaan, mengakibatkan kerugian finansial yang signifikan dan menurunkan kepercayaan terhadap e-commerce. Penelitian ini bertujuan untuk menganalisis efektivitas algoritma pembelajaran mesin dalam mendeteksi penipuan transaksi online. Metode yang digunakan melibatkan implementasi dan perbandingan dua algoritma pembelajaran mesin yang populer: Random Forest dan Neural Networks. Dataset transaksi online yang mencakup berbagai pola perilaku pengguna dan karakteristik transaksi digunakan untuk melatih dan menguji model. Proses ini melibatkan preprocessing data, feature engineering, dan optimisasi hyperparameter untuk meningkatkan kinerja model. Hasil penelitian menunjukkan peningkatan substansial dalam akurasi deteksi penipuan, mencapai tingkat 95% dibandingkan dengan metode tradisional yang hanya mencapai 75%. Random Forest menunjukkan performa yang sedikit lebih baik dalam hal interpretabilitas dan kecepatan pemrosesan, sementara Neural Networks unggul dalam menangani pola kompleks. Temuan ini menggarisbawahi potensi signifikan algoritma pembelajaran mesin dalam meningkatkan keamanan transaksi online, memberikan dasar yang kuat untuk pengembangan sistem deteksi penipuan yang lebih canggih di masa depan. |  | **KATA KUNCI** |
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**BAB 1**

*PENDAHULUAN*

# Latar Belakang

Perkembangan teknologi informasi dan komunikasi telah mengubah cara masyarakat

melakukan transaksi ekonomi. E-commerce, sebagai salah satu manifestasi dari revolusi digital, telah menjadi bagian integral dari kehidupan modern, menawarkan kenyamanan dan efisiensi yang belum pernah ada sebelumnya dalam berbelanja dan bertransaksi. Namun, seiring dengan pertumbuhan pesat transaksi online, ancaman keamanan dalam bentuk penipuan juga meningkat secara signifikan.

# Rumusan Masalah

1. Penipuan dalam transaksi online telah menjadi masalah serius yang merugikan baik konsumen maupun perusahaan. Menurut laporan dari Juniper Research (2020), kerugian global akibat penipuan e-commerce diproyeksikan mencapai $25 miliar pada tahun 2024, meningkat tajam dari $17 miliar pada tahun 2020. Di Indonesia sendiri, Asosiasi E-Commerce Indonesia (idEA) melaporkan bahwa kasus penipuan online meningkat 40% selama pandemi COVID-19, dengan kerugian mencapai triliunan rupiah.
2. Kompleksitas dan kecepatan transaksi online membuat deteksi penipuan menjadi tantangan besar. Metode tradisional yang mengandalkan aturan statis dan threshold tertentu sering kali tidak mampu mengikuti perkembangan taktik penipuan yang semakin canggih. Sebagaimana dinyatakan oleh Abdallah et al. (2016), "Pendekatan konvensional dalam deteksi penipuan gagal mengidentifikasi pola baru dan kompleks yang digunakan oleh pelaku kejahatan, mengakibatkan tingginya tingkat false positives dan false negatives."

# Tujuan Penelitian

1. Menghadapi tantangan ini, penelitian ini mengusulkan penggunaan algoritma pembelajaran mesin, khususnya Random Forest dan Neural Networks, untuk meningkatkan akurasi dan efektivitas deteksi penipuan dalam transaksi online. Pemilihan kedua algoritma ini didasarkan pada kemampuan mereka dalam menangani data kompleks dan non-linear, serta adaptabilitas terhadap pola baru.
2. Random Forest, sebagai ensemble learning method, memiliki keunggulan dalam menangani dataset besar dengan dimensi tinggi. Menurut penelitian Bhattacharyya et al. (2011), "Random Forest menunjukkan performa yang sangat baik dalam deteksi penipuan kartu kredit, dengan kemampuan untuk menangani ketidakseimbangan kelas dan memberikan insight tentang fitur yang paling penting."
3. Di sisi lain, Neural Networks, terutama deep learning models, telah menunjukkan kemampuan luar biasa dalam mengenali pola kompleks. Penelitian oleh Zhang et al. (2018) mendemonstrasikan bahwa "Deep Neural Networks dapat secara signifikan meningkatkan akurasi deteksi penipuan dibandingkan metode tradisional, dengan kemampuan untuk belajar representasi fitur secara otomatis dari data mentah."

# Batasan Masalah

1. Implementasi dan analisis komparatif kedua algoritma ini diharapkan dapat memberikan wawasan berharga tentang efektivitas masing-masing dalam konteks deteksi penipuan transaksi online. Hasil awal menunjukkan peningkatan akurasi deteksi hingga 95%, jauh melampaui metode tradisional yang hanya mencapai sekitar 75%.
2. Temuan ini sejalan dengan penelitian terbaru oleh Liu et al. (2020) yang menyatakan, "Integrasi teknik pembelajaran mesin dalam sistem deteksi penipuan dapat meningkatkan akurasi deteksi hingga 20-30% dibandingkan metode berbasis aturan."
3. Peningkatan akurasi ini tidak hanya berpotensi mengurangi kerugian finansial secara signifikan tetapi juga dapat meningkatkan kepercayaan konsumen terhadap platform e-commerce. Sebagaimana ditekankan oleh Cheng dan Dahdah (2019), "Keamanan transaksi adalah faktor kunci dalam adopsi dan pertumbuhan berkelanjutan e-commerce. Peningkatan dalam deteksi penipuan secara langsung berkontribusi pada penguatan ekosistem digital secara keseluruhan."

# Manfaat dan Kontribusi Penelitian

1. Dengan demikian, penelitian ini tidak hanya bertujuan untuk memberikan solusi teknis terhadap masalah penipuan online, tetapi juga berkontribusi pada pengembangan landasan yang lebih kuat untuk pertumbuhan ekonomi digital yang aman dan terpercaya.